McAfee Internet Security 2007 Setup

Security Center - 7.0 build 7.0.331
Virus Scan - 11.0 build 11.0.213
Personal Firewall: 8.0 build 8.0.207

1. Click on the McAfee Security Center to open the program.
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2. Click the Internet & Network option. Then click the Configure to change the
options for the Firewall Protection under this setting.
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3. Once in the Internet & Network Configuration, select the “Firewall protection is
enabled” option. Then click the Advanced... button under this setting.

McAfee’ SecurityCenter
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4. Select the Program Permissions option under the firewall column to the left of the

window.
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5. Now the user must add the I’m InTouch executables so that McAfee’s firewall will
allow full access. Click the “Add Allowed Program”.
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6. Inthe Add Program window, go to C:\Program Files\01 Com\Webserver, and select
the Apache.exe file and click Open.
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7. The Apache.exe file should now appear in the Program Permissions list with the
Permissions set to Full Access.

Firewall
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» Program Permissions
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0 Help
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@ 01Updt. exe 01Updt.exe Full Access

W2 agent.exe agent.exe Full Access
\ Apache.exe Apache,exe Full Access

W2 Generic Host Process for Win32 Services sychost. exe Full Access

} IIT.exe IIT.exe Full Access
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Note:

Repeat Steps 5 — 7 for all of the following files and make sure they are all set to Full

Access:

Agent.exe (C:\Program Files\01 Com\Webserver)

01Updt.exe (C:\Program Files\01 Com\I'm InTouch)
IIT.exe (C:\Program Files\01 Com\I'm InTouch\BIN)

OERemote.exe (C:\Program Files\01 Com\I'm InTouch\BIN)
Outlk01.exe (C:\Program Files\O1 Com\I'm InTouch\BIN)
Rdesktop.exe (C:\Program Files\O1 Com\I'm InTouch\BIN)
01FileSys.exe (C:\Program Files\01 Com\I'm InTouch\BIN)



8. Return to the Home window of the McAfee Security Center. Now select the Parental
Controls option (if it is enabled). Once selected, click the Configure option to change the
configuration of the Parental controls.
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9. Once in the “Parental Controls Configuration” window, click the Advanced... button.

McAfee’ SecurityCenter
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10. Select the “Allowed Web Sites” option on the left menu pain under the Global
Parental Controls.

Global Parental Controls Allowed Web Sites

lze the Allowed Web Sites list to permit user access to specific Web sites, Web sites that you add to

» Blocked Web Sites
e me the list will be accessible to all users. To add a \Web site to the Allowed Web Sites list, enter its URL,
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11. In the http:// field, enter the following addresses one at a time, clicking Add after each
address is entered into the field entry box.

locator02.01com.com
locator03.01com.com
locator04.01com.com

Global Parental Controls Allowed Web Sites
Blocked Web Sites Use the Allowed Web Sites list to permit user access to specific Web sites. Web sites that you add to
: : the list will be accessible to all users, To add a Web site to the Allowed Web Sites list, enter its URL,
» Allowed Web Sites and then dick Add.
Cookies
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) ) locatordZ, 01com, com
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12. Once all three are entered it should appear as in the image below. Then press ok and
close the McAfee Security Center.
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Blocked Web Sites Use the Allowed Web Sites list to permit user access to spedific Web sites, Web sites that you add to

= the list will be accessible to all users, To add & Web site to the allowed Web Sites list, enter its URL,
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Note: If parental controls are disabled, when you first try to access remotely, McAfee will
pop-up a message on the host system with the following box:

Phishing Site detected

McAfee has detected a potential phishing YWeb
site,

Phishing sites appear to be legitimate, but they
request you to provide sensitive infarmation, which
can be used to commit fraud.

McAfee recommends that you block this Web site.

(5) Block this Web stte.
) Allowy this Web site.

Make sure you select “Allow this Web site”. But if you are the remote location you will
not be able to access until this option is selected on the host PC.



