F-Secure Internet Security 2010

1. Open F-Secure Internet Security 2010. Then select the Settings option from the Internet Security home

screen.
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2. Select the Application control setting under the Network Connections option, then click the Add button.
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3. Now click Browse in order to select the I’m InTouch files required for full access to the host pc. We will start
with the first file called 11T.exe which is located in C:\Program Files\01 Com\I'm InTouch\BIN

Once you select the file, be sure to select Allow for both the Inbound and Outbound connections for the Action
on new connection attempts. Once done, click OK.
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Now you must add the remaining I’m InTouch files in order to have proper access through the firewall
software. The following files and their locations must be added as was done with the I1T.exe file:

Rdesktop.exe (can be found in C:\Program Files\01 Com\I'm InTouch\BIN)

Apache.exe (can be found in C:\Program Files\01 Com\Webserver)

Outlk01.exe (can be found in C:\Program Files\01 Com\I'm InTouch\BIN) — for MS Outlook users
Olupdt.exe (can be found in C:\Program Files\01 Com\I'm InTouch)

OEREMOTE.EXE (can be found in C:\Program Files\01 Com\I'm InTouch\BIN) — for Outlook Express users

Agent.exe (can be found in C:\Program Files\01 Com\Webserver)



The Application control list should contain all the appropriate files as in the image below.
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Note:

If some of the files were automatically added to list and already appear there, make sure they are set to Allow
for both Inbound and Outbound. If they are not you must make the change for the appropriate files.



